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Abstract of the contribution: Proposes to differentiate static NF capacity and dynamic NF capacity reporting towards NRF.

1
Rationale and Proposal
During SA2#122bis, it was agreed that NF can report capacity towards NRF however it is required that the NRF maintains 2 different parameters for static capacity and dynamic capacity:

1) Static capacity – refers to the capacity of the NF e.g. number of UE(s) (/sessions/contexts etc) that can be served by a certain NF. This is a fixed value that can be reported just once towards NRF at the time of registration.

2) Dynamic capacity – This is a relative capacity of the NF at any given time. This changes dynamically depending on the number of UE(s) (/sessions/contexts etc) being served by the given NF. This is the capacity information that is reported dynamically towards NRF.

2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF static capacity information
-
NF dynamic capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 1:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

Editor's note:
Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
NOTE 2:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface,
* * * * Next Change * * *.*
7.1.5
Network Function and Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports.
NOTE:
The NF informs the appropriate NRF based on configuration.
The NF instance may make this information available to NRF when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation. The NF instance while registering the list of NF services it supports, for each NF service, may provide a notification endpoint information for each type of notification service that the NF service is prepared to consume, to the NRF during the NF instance registration. The NF instance may also update or delete the NF service related parameters (e.g. to delete the notification endpoint information). Alternatively, another authorised entity (such as an OA&M function) may inform the NRF on behalf of an NF instance triggered by an NF service instance lifecycle event (register or de-registration operation depending on instance instantiation, termination, activation, or de-activation). Registration with the NRF includes static capacity and configuration information at time of instantiation.
The NF instance may also de-registers from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way. If an NF instance become unavailable or unreachable due to unplanned errors (e.g. NF crashes or there are network issues), an authorised entity shall deregister the NF instance with the NRF.
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